**Quiz 2/6**

**Q) Ask Google how to create a secure password.**

**A)**

A strong password and up-to-date recovery information help safeguard your Google Account. Creating a strong password will help us protect our personal information, keep our emails, files, and other content safe, and stop people from getting into our accounts without our permission.

Tips for creating a strong password:

* Password length: Use at least 12 characters. The longer the password, the better.
* Include a mix of upper and lowercase letters, numbers, and special characters like !@#$%&\*. Avoid using information that is easily guessed, such as your name, birthdate, or common words.
* Avoid using the same password across multiple accounts. If one of your accounts is compromised, all of your accounts are at risk.
* Memorability: Choose a pass that is simple to remember for you but difficult for others to guess. A password made up of random words can be both strong and easy to remember.
* Change your password on a regular basis to reduce the possibility of someone guessing it. Set a reminder every 3 to 6 months to change your password.